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1.	 Complete the abbreviation.
(a)	 NASSCOM
(b)	 HOLMES 
(c)	 DPA
(d)	 E-Mail
(e)	 ICT
(f )	 IT

2.	 Answer the following question.

(a)	 What are the major ethical issues in the field of computing?
(b)	 Name the types of intellectual property right?
(c)	 What are the main functions related to the information?
(d)	 Write some common types of cybercrimes?
(e)	 (i)	 What is software piracy? 
	 (ii)	 What are the types of software piracy?
(f )	 Write ways to stay safe from malicious codes?

3.	 Fill in the blanks.

(a)	  …………………… is a good data discovery and classification tool.
(b)	 …………………… is the act that was implemented in 1998 and designed to guard private data 

and in a structured record keeping system.
(c)	 …………………… and …………………… are social media platforms.
(d)	 …………………… is the cyber helpline number.
(e)	 …………………… emails may contain attachment carrying viruses which may infect or disable 

our systems.
(f )	 …………………… is a technique that is used to gain illegal access to computers, whereby the 

trespasser sends messages to a computer with an IP address indicating that the message is 
coming from a trusted host.

(g)	 …………………… features should be disabled so that nothing can be installed without your 
permission.

(h)	 When there is illegal duplication, distribution, or sale of copyrighted material with the intent of 
imitating the copyrighted product, then it is known as …………………… of Software.

(i)	 The word ‘Etiquette’ came from a French word ……………………, meaning to attach or stick.
(j)	 …………………… is any type of misuse of a computer by breaking the security code such as the 

password of another computing system and installing malware, stealing or destroying important 
data, disrupting their services, etc.
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